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ABSTRACT 

There appears to be a reasonably common understanding about 

plagiarism and collusion in essays and other assessment items 

written in prose text. However, most assessment items in 

computing are not based in prose. There are computer programs, 

databases, spreadsheets, and web designs, to name but a few. It 

is far from clear that the same sort of consensus about plagiarism 

and collusion applies when dealing with such assessment items; 

and indeed it is not clear that computing academics have the 

same core beliefs about originality of authorship as apply in the 

world of prose. We have conducted focus groups at three 

Australian universities to investigate what academics and 

students in computing think constitute breaches of academic 

integrity in non-text-based assessment items; how they regard 

such breaches; and how academics discourage such breaches, 

detect them, and deal with those that are found. We find a 

general belief that non-text-based computing assessments differ 

in this regard from text-based assessments, that the boundaries 

between acceptable and unacceptable practice are harder to 

define than they are for text assessments, and that there is a case 

for applying different standards to these two different types of 

assessment. We conclude by discussing what we can learn from 

these findings. 

Categories and Subject Descriptors 

K3.2 [Computers and education]: Computer and Information 

Science Education – computer science education 

General Terms 

Measurement 

Keywords 

Academic integrity, computing education, non-text-based 

assessment 

1. INTRODUCTION 
Plagiarism and collusion are two major manifestations of 

academic dishonesty. Plagiarism occurs when a student uses the 

work of others without appropriate acknowledgement. Collusion 

is somewhat similar, but is distinguished by the fact that the 

‘others’ are typically the student’s own colleagues: collusion is 

essentially the sharing of work among students, whether the 

submissions be based on the work of one student or on a 

collaborative effort. With plagiarism, work purporting to be that 

of the student or group has too much in common with work that 

is typically in the public domain. With collusion, work 

purporting to be that of the student or group has too much in 

common with the work of other students or groups, often in the 

same class. Just how much is too much tends to depend on the 

context [37]. It is also difficult to be clear about what constitutes 

collusion in circumstances where students are encouraged to 

work together except when doing assessable work [5]. 

There appears to be broad agreement [14, 31, 34] that: 

• Plagiarism and collusion are not good for the student, 

because students who plagiarise or collude are failing to 

practice the academic skill of assimilating the ideas of others 

and using them as the basis of one’s own ideas. Rather, they 

simply echo the ideas of others with no evidence of 

assimilation or even of understanding. These practices are 

also seen as diminishing the students’ employment 

prospects: employers do not want to see their reputations put 

at risk by what they see as a form of irresponsible behaviour. 

• Plagiarism and collusion are not fair on other students: when 

students choose to work hard for their marks – or, indeed, 

not to work hard and to accept a lower mark – they feel 

aggrieved when other students attain good marks for 

submitting somebody else’s work. 

• Plagiarism and collusion are not good for the institution, as 

graduates who have side-stepped the learning process may 

not perform well in the workplace, reflecting poorly on the 

institution and on the discipline. 

• Plagiarism and collusion are not good for the education 

system as a whole because they suggest that the system is 

willing to produce graduates who have succeeded not by 

independent thought and analysis but by finding the work of 

others that has some bearing on the subject at hand and 

presenting it as their own. 

The literature of academic integrity leans heavily towards 

plagiarism of prose text. This focus is sometimes explicit, but 

more often implicit. Books on avoiding plagiarism [5, 19, 29] 
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focus almost exclusively on text-based plagiarism, with 

references to such concepts as paper mills, literature, using other 

people’s words, translating foreign articles, and so on. 

Suggested ways of avoiding plagiarism include learning to 

paraphrase and learning how to synthesise the words of multiple 

authors. Referencing guides explain how to place directly copied 

text into quotation marks and reference it appropriately. All of 

this is done with little apparent recognition that text is not the 

only form of work that can be plagiarised. 

In relation to prose text, students are generally less likely than 

academics to recognise certain practices as plagiarism or 

collusion [4, 12, 33]. Moreover, many students remain confused 

about definitions of plagiarism and collusion and expectations 

regarding academic integrity [17, 26]. 

While there is much work on educating students to avoid 

plagiarism and produce work that is clearly their own, detection 

of similarity remains a cornerstone of practice in academic 

integrity [5, 9, 11, 39]. So long as there are some students who 

are willing to plagiarise, and so long as this is seen as 

inappropriate, some academics will apply techniques to help 

them determine whether the work they are assessing is 

plagiarised. Within the realm of text-based assessment there are 

many standard tools to assist in the detection of similarity, tools 

such as Turnitin and AcademicPlagiarism. 

Yet the higher education system includes numerous academic 

disciplines in which prose text is not the principal medium of 

assessment. Art students and design students are required to 

produce images as part of their assessment; mathematics 

students are required to construct mathematical proofs and 

derivations; music students are required to write musical 

compositions; computing students are required to write 

computer programs and to construct databases and spreadsheets; 

architecture students are required to produce plans and 

drawings. These forms of assessment are all dramatically 

different from prose text. Furthermore, none of these forms of 

assessment are amenable to the similarity detection of the 

standard tools such as Turnitin. Turnitin cannot tell whether two 

computer programs, two databases, two images, or two musical 

compositions have too much in common to be considered as 

distinct pieces of work. 

Furthermore, while there appears to be broad agreement on the 

nature and inappropriateness of text plagiarism, academics and 

students in the non-text-based areas do not necessarily regard 

the use of others’ work in the same light as do academics and 

students in text-based areas. In a world where re-mixes, mash-

ups, re-use of computer code and other combinations of existing 

work are increasingly accepted and valued as legitimate 

professional and creative practice, some authors question the 

value of insisting that the work produced by students must be 

substantially or entirely original [18, 21]. 

Further still, the types of academic dishonesty tend to vary from 

field to field. It is possible that design students lacking 

inspiration will tend to base their work on an image found 

somewhere in the public domain, whereas students struggling 

with computer programming might be likely to borrow and 

appropriate the work of their more capable colleagues, or to 

work in inappropriately large groups to produce a joint solution 

to the problem at hand. 

2. BACKGROUND 
Some types of assessment items in computing involve text, but 

of a type that is not amenable to the standard techniques and 

tools used for similarity detection in prose text. Computer 

programs, for example, generally have a large text component; 

but that component is written in a computer programming 

language, not in a natural language such as English, and the 

same similarity criteria do not apply. Formal structures such as 

those found in computer programs are not amenable to detection 

on the basis of the percentage of textual similarity [13, 14, 18]. 

Students quickly learn that two computer programs look quite 

different textually if they have different variable names, different 

comments, and different spacing, even though they are to all 

intents and purposes the same program. For this reason, students 

copying one another’s computer programs tend to change the 

variable names, comments, and spacing, in the hope of evading 

detection [3, 23, 25]. However, the similarity between the 

programs is actually evidenced by their logical structure, and 

such copying tends to be readily detected. 

Other items for assessment in computing include databases and 

spreadsheets. Although these items have some text within them, 

they cannot in any way be described as text documents, they 

cannot meaningfully be converted into reader-friendly text 

documents, and again the points of similarity between two such 

items are far more likely to be in their structure than in their 

textual content. 

Because copying and collusion are rife among students of 

computer programming [3, 7, 10, 13, 15, 36, 37, 41], a large 

number of similarity detectors have been created [1, 3, 8, 23, 30, 

40]. Unfortunately, many of these detectors work with programs 

in just one programming language, and programming is taught 

in many different programming languages. There are some 

similarity detectors for multiple programming languages [3, 32], 

but their adoption appears to be far less wide than that of, say, 

Turnitin in the realm of prose assessment [5]. In other areas of 

computing, such as spreadsheets and databases, we have found 

no similarity detectors. Similarities between submissions are 

detected by eye, if at all. 

There are computing academics who do not check for plagiarism 

and others who pay no heed to inappropriately similar 

submissions even when they notice them [7, 10, 18]. 

Anecdotally, they suggest that as the students are likely to be 

working collaboratively when they graduate and find 

employment, it is not inappropriate to do the same when they 

are studying. Others fiercely seek out similar submissions, 

insisting that the mark given to an individual should be for work 

carried out by the individual. This range of diverse academic 

opinions and behaviours has not been explored in any 

systematic way. Computing degree programs are almost all 

professionally accredited, and relate their development of 

student behaviour to the computing industry; but the 

expectations of good professional practice in acknowledging the 

work of others are not reported, and the codes of ethics and 

professional practice in computing do not cover this. 

We aim to find answers to a number of specific questions: 

• How do academics and students perceive academic integrity 

in regard to non-text-based computing assessment items?  

• Are there assessments for which academics and/or students 

think that every answer is unique, so copying is acceptable 

so long as one personalises the copy?  
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• Are there areas in which academics and/or students think 

that there is only one correct answer, so copying cannot be 

detected?  

• What steps do academics and students take to ensure that 

academic standards are adhered to?  

• What do academics do to detect similarities that might 

suggest academic misconduct?  

• How serious is academic misconduct considered to be and 

how is it dealt with?  

• To what extent do computing academics believe that 

university policies for academic integrity are adequate for 

non-text-based assessments?  

3. RESEARCH APPROACH 
We conducted focus groups of computing students and 

academics at three Australian universities in late 2012 and early 

2013. Three focus groups were made up of 12 students studying 

information technology, business systems, commerce and 

educational technology. Three focus groups of academics 

comprised 18 teaching staff. Participation in the focus groups 

was voluntary, with participants responding to posters or email 

advertising the research or to direct approaches by researchers. 

There is no assurance that the perceptions of participants are 

representative of other students and academics at these or other 

institutions. The staff and student focus groups were held 

separately, and no teachers were present at the student focus 

groups, as their presence might have constrained the students’ 

responses. 

The purpose of the focus groups was to inform the design of a 

broad survey to be conducted subsequently. The focus groups 

were based on an indicative set of questions, with the facilitators 

encouraged to ask exploratory follow-up questions when the 

discussion suggested so doing. 

The focus groups were recorded and transcribed, and the 

transcripts were corrected and shown to the participants in case 

they might feel there were any egregious errors in the 

transcriptions. 

Researchers used a directed or deductive content analysis 

methodology, using the extant literature to identify key concepts 

that were used to develop initial coding categories [20, 28]. 

Further categories were developed from the data using an 

inductive process. This approach combines the benefits of 1) 

using insights from the literature to validate or challenge 

previous findings; and 2) maintaining the flexibility to 

incorporate new insights directly from the data. 

The initial analysis included listening to the tapes and reading 

the transcripts. The transcripts were then coded using the initial 

categories. Data outside these categories were identified and 

subsequently examined to determine whether they suggested 

new categories. Finally, the categories were reduced to themes, 

and the responses listed under each theme were analysed for 

concordance or conflicting views.      

4. FINDINGS 
The analysis identified five major themes: the level of 

understanding of academic integrity issues; perceptions of the 

importance of academic integrity; the complexity of computing 

compared with text-based situations; the processes of detecting 

and dealing with breaches; and, at an emotional level, the impact 

on relationships within institutions. This section explores these 

themes in relation to the research questions. 

Based on the premise that most universities strive to inform their 

students about the requirements of academic integrity, but that 

the information provided is highly skewed towards the written 

word, the focus groups began with a discussion on academic 

integrity in essays and similar assessments. 

 

4.1 Perceptions of academic integrity in 

regard to essays 

Discussion around plagiarism and collusion relating to essays 

revealed considerable variation in the level of understanding of 

participants. Staff and students agreed that taking other people’s 

words or ideas without acknowledgement constituted 

plagiarism. This includes ‘copy and paste’ and paraphrasing 

without referencing. However, a number of students thought that 

they needed to reference only when using a direct quote, 

including one who stated: 

‘If you’re adding your own ideas in it I think it makes it 

yours because you’re not directly like using their ideas. 

You’re writing it differently.’ 

Plagiarism was viewed as a serious matter. Although the 

students might not share the accepted understanding of what 

plagiarism is, they know that it’s not a good practice. 

‘It defeats the purpose of being at university.’ 

‘Well it’s not proving your own ability so it is extremely 

important.’  

Among the students, few were familiar with the concept of 

collusion. Once it was defined for them, they had difficulty 

imagining what collusion might mean in the context of an essay-

type assessment. One group concluded that it was not really 

possible to collude in writing an essay unless the students used 

exactly the same words. They felt that it was acceptable to show 

an essay to a friend and get them to correct any mistakes, 

including correcting the ideas and pointing out that the student 

had misinterpreted the question.  

‘Cause even if they do help, like they tell you that your thing 

is wrong and you suddenly have a change of heart and you 

agree with them. When you rewrite it it’s in your own 

words.  It’s not in their words.  So it’s not copying.’ 

4.2 Perceptions of academic integrity in 

regard to computing assessment items 

Perceptions about plagiarism and collusion in computing were 

shaped by opinions about seriousness, levels of understanding, 

the additional complexity (including requirements that varied by 

assessment), and fuzzy boundaries.  

While computing assessments are many and varied, including 

databases, spreadsheets, design diagrams, and more, most of the 

discussion in the focus groups clearly revolved around computer 

programming assessments. 

Students and academics stated that sources need to be 

acknowledged. 

‘Someone else’s code that you’ve got to acknowledge where 

it’s come from, and both document that in the code and 

acknowledge it in any formal, prose-form documentation 

that they produce.’ (Student) 
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‘...if there is some or all of their code that is not authored by 

them it has to be acknowledged.’ (Academic) 

The focus groups revealed that both plagiarism and collusion are 

issues, and that in the area of computing, collusion may be more 

of an issue than plagiarism, a view that supports the findings of 

Culwin et al [10]. Students spoke extensively about assisting 

friends with code if they were stuck, pointing them in the right 

direction, and comparable practices. They also discussed using 

libraries and message boards as a normal practice in computing. 

Plagiarism in computing 

As with essays, there was general agreement that plagiarism is 

copying or using someone else’s ideas or work without 

acknowledging it. Some participants made no clear distinction 

between plagiarism and collusion: for example, some specific 

actions mentioned as forms of plagiarism were paying someone 

else to write code and taking someone else’s USB device and 

copying their work from it. 

However there were some issues that participants thought led to 

differences between plagiarism in essays and plagiarism in 

computing. First, there was the tradition of learning from the 

community, in which programmers adapt and learn from the 

code of other programmers. Second, students felt uncertain 

about whether they are permitted to reuse code they have 

previously developed for another purpose. There are certainly 

some programming courses in which code reuse is accepted as 

good practice [13, 22]. Third, there was the difference that while 

a reference in an essay is obvious when reading the essay, there 

is no way to make a reference in a program obvious when 

running the program, and reference guides provide scant 

information on how to reference code [13]. Of course the 

reference can be included in the code, but that will seldom be 

seen by users of the program. One student commented: 

 ‘…there’s no formal way or clear way to do that. We’ve 

talked about writing comments in code to say where these 

come from but that’s certainly not a standard way of doing 

that.’ 

Differences such as this led to a general feeling that it is much 

more difficult to establish the boundaries than it is with text-

based assessments.  

The fact that most university policies and plagiarism modules 

are largely silent on non-text-based assessments such as 

computer code has contributed to a situation where students are 

unclear about what practices constitute plagiarism [22]. Students 

who participated in the focus groups stated that they had 

received little specific education or guidance in relation to 

computer code. Therefore, they relied on what some referred to 

as their own ethics for guidance: 

‘We’re not saying what we do is right, we’re saying that’s 

how we do it. We run it based on our ethics’ 

‘We’re just going on ethics and they haven’t expressly told 

us how much of our code we can’t reuse from someone else 

or where we can’t get it from’ 

Possible consequences of such approaches were evident in one 

of the student focus groups where there was a lengthy discussion 

about individual students’ abilities to determine intuitively 

whether practices constituted plagiarism or collusion.  

‘And in this it always comes back to ethics. If I feel like I’ve 

done something that’s my work and … I don’t feel like I’ve 

plagiarised it, then the chance is I haven’t and even if I have 

then it’s probably, like I could probably prove that I haven’t, 

sort of thing. Like because of the amount of steps that you 

go through to do work and like no program has like one 

version of a program.’ 

Among students there was a feeling that it was acceptable to use 

other people’s ideas but not to copy code. 

‘If you start copying their code, how they got their idea to 

work, then I think you’ve crossed the boundary.’ 

 ‘It’s still for me fuzzy ’cause there’s an emphasis on peer 

learning as well. It’s hard to know where help stops and 

plagiarism starts, I think.’ 

However, opinions varied significantly between individual 

students. Some felt that they could only be said to have copied 

code if they copied whole programs or whole websites, and 

there was a great deal of discussion about the acceptability of 

taking smaller pieces of code, and about how much of one’s 

own work needed to be added to a piece of code in order to 

consider it one’s own. 

 ‘…I just Google and I implement and I feel like because I 

had to implement it and stuff like that and make it work 

within my code and add things to it, it becomes mine.’ 

‘Plagiarising code: it’s just copying the exact code and 

pasting it into your own work.’ 

Confirming previous research [7, 13, 15, 22], the focus groups 

revealed that the academics’ perceptions of plagiarism were 

generally somewhat stricter and more consistent than the 

students’ perceptions For example, one academic described as a 

myth the widely held view of students that it was not plagiarism 

if they changed the code by 10 or 20 percent.  

Notwithstanding this, the academics conceded that the 

boundaries remained blurred. 

‘…there’s a difference between using something as a 

reference and actually copying something outright… I think 

it’s just very hard to define.’ 

While previous research has established that students are likely 

to have a more liberal view than academics of the acceptability 

of certain practices [13, 15, 36], at least one study found some 

scenarios that students identified as unacceptable whereas 

teachers agreed they were acceptable [38]. In a similar vein, one 

academic in our focus groups was concerned that students are 

sometimes mistaken in their belief that something is plagiarism. 

 ‘I’ve actually had the reverse experience of plagiarism, of 

trying to get students to understand that it is actually quite 

legitimate to use existing code and further develop that, 

rather than having to start from scratch… there is always 

some of this, that I can’t use someone else’s work because 

that would be plagiarism.’  

Collusion in computing 

The focus groups revealed that there are different perceptions of 

what constitutes collusion between the two groups and also 

within the groups. This was further complicated by the fact that 

what constitutes collusion varies from one assessment to 

another, based on the assessment specifications. 

The issue for academics revolved around the educational 

objectives of the particular assignment, although it was 

generally agreed that students were probably not entirely clear 
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on this point and that academics could do a better job of 

explaining why they wanted students to complete the work 

individually. 

While academics often permitted some level of collaboration, 

there was considerable variation in what was acceptable. Some 

academics said that students could discuss the assignment but 

could not collaborate on the development of code. 

 ‘I encourage students to collaborate and brainstorm right 

down to the point where they’ve discussed details about the 

assignment but they’re writing their own code…if it’s about 

helping a friend to work out how methods are used, then do 

it without the context of the assignment.’ 

One academic indicated that he would be prepared to allow 

students to work together on an individual assessment as long as 

they declared it. 

‘I was trying to think of a model where we didn’t make it 

illegal for them to work together, because as far as I’m 

concerned if four of them work together and they turn in a 

good assignment, well, they’ve learnt something. It doesn’t 

worry me.’ 

However, without further safeguards such as interviewing 

students and ensuring that they know how the code works and 

can explain how it was developed, this approach would not 

necessarily ensure that all students had contributed to the 

assignment and met the learning objectives.  

Students generally had a more liberal view of the level of 

support that was permissible. In some instances this included 

obtaining assistance with coding from fellow students and 

posting code on message boards to seek assistance. These 

methods were seen as legitimate so long as the answers pointed 

them in the right direction rather than supplying the code. 

‘…no one ever says “here’s the code to make it work”. They 

always say “Have a look at this, it’s because IE does this or 

Chrome does this to display it”.’ 

Some students adopted a more nuanced stance, distinguishing 

between the legitimacy of these two approaches.  

‘No, the difference is if you post your question online it will 

be their solution.  And you’re copying their solution. But 

when your friend is checking, he’ll tell what’s wrong and 

you have to change it yourself, so that’s different.’ 

A small minority of students thought that collusion occurred 

only in extreme cases such as when two assignments were 

exactly the same. One student stated that in situations where 

students could not get code to work they had no alternative other 

than to get help from somewhere: 

‘Like if you’re stuck on like code or something, and like you 

just don’t know how to fix it, if you don’t seek help you 

can’t finish the assignment.  You’re going to have to get 

help.’ 

Student misconceptions about what constitutes plagiarism and 

collusion, combined with the difficulty that both academics and 

students mentioned in determining the boundaries of acceptable 

and unacceptable practices, point to the need to clearly define 

acceptable academic practice and educate students.  

 

4.3 Is unreferenced copying legitimate so 

long as one personalises the copy? 

In general, students were more likely to agree with this 

proposition than academics, although both groups 

acknowledged that the boundaries are blurred. Both academics 

and students expressed the view that it was permissible to copy 

commonplace or trivial pieces of code without referencing. 

Similarly, students sometimes felt that it was not necessary to 

reference some code if they made considerable changes to it.  

 ‘…like more complex but like still generic… Even stuff like 

that I just Google and I implement and I don’t like, I feel 

like because I had to implement it and stuff like that and 

make it work within my code and add things to it, it 

becomes mine. Whereas if it was like the variables were set 

and I just copied a chunk, pasted a chunk and then left it, it 

would be closer to plagiarism.’ 

To tease out where the boundaries are, students were presented 

with a scenario where a student copied methods from the web 

without referencing them. Students generally felt that this was 

an acceptable practice, and one student justified it in these 

terms. 

‘You have to change the code and make it fit in the context 

of your assignment so I wouldn’t think it would be 

plagiarism.’ 

4.4 Is there sometimes only one correct 

answer, so copying cannot be detected? 

Academics agreed that students do think they can get away with 

copying, particularly in relation to computer code. However, 

they had differing views on why students had this perception. 

The first position was that students think there is only one 

correct solution so all the assignments will be identical 

‘…the ones who do the totally copying seem to assume that 

“there is only one right answer so nobody will know I’ve 

copied”.’ 

An opposing view was that students think teachers simply run 

the code to see if it works, and are not aware that their work 

would be compared to that of other students.  

 ‘Well I wondered if they don’t realise some of them that we 

look at their code.  I think maybe they think we only run it.  

Because the cheating is so bad when we catch it, you know 

I’m insulted that they think I’m so stupid.’ 

A third view was that there was a combination of these two 

reasons. 

‘They’ll at least know from the unit tiff, they think all we do 

is run the unit tiff and we never look at their code and they 

also think… a lot of them think that if we do happen to look 

at their code, well everybody is going to have the same code 

anyway.’ 

One group of computing students stated that on the rare 

occasions where the question would lead to everyone having 

similar or identical code, teachers would ensure that the task was 

completed in class under supervision so there was no real 

opportunity for students to collude or copy one another’s code. 

They contrasted this with individualised assessments where it 

was unlikely that they would have similar code, so high levels of 

code similarity would alert academics to the possibility of 

copying. 
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‘…with most of the open assessments like with make it up, 

there’s infinite answers. So if they were so specific, and 

because there’s infinite answers, if they were within a range, 

like, this range, you can tell.’ 

However the ability of teachers to pick up similarity in such 

situations was seen to be severely constrained if there were large 

classes. 

‘…if there’s a large class of say 100 students doing one 

assessment, just an idea, how would they remember after 

marking 100 assessments, which ones are similar? And you 

can’t just put it in the computer.’ 

4.5 What do academics and students do to 

ensure standards are adhered to? 

Academics outlined numerous strategies they employ to ensure 

that students adhere to academic integrity standards. The major 

strategies involve education, monitoring work in class, and 

viewing work in progress, and are well aligned with recognised 

practice as summarised, for example, by Carroll [5]. 

In addition to the general information given to students by the 

university, such as academic integrity modules, some academics 

outlined methods they use to ensure that students understand 

what plagiarism and collusion are and the parameters of 

acceptable practice for the degree, the course, and specific 

assignments. Frequently, supplementary written information is 

provided in course outlines and/or specifications for each 

assessment. Some academics also provide specific courses, 

lectures or tutorials on academic integrity. 

 ‘I present my lecture in the first or second week. I make it 

very explicit about what they cannot do. Then if a student 

gets caught they know they’ve been caught.’  

A common practice is the provision of specifications with each 

assignment so that students understand what is permissible for 

the particular assessment task in line with the learning 

objectives. 

‘a very specific indication in the assignment specification as 

to the expectation… that it is their own work, and that 

anything that’s not their own work is clearly referenced as 

such.’ 

Academics also employ a number of other strategies to reduce 

opportunities for breaching academic integrity, strategies such as 

designing individualised assignments, viewing work in progress, 

and awarding marks for work in progress to encourage students 

to apply sufficient effort in this area.  

 ‘…a week after I give out an assignment they have to hand 

in some pseudocode.’ 

Similarly, monitoring progress in class made it easier for staff to 

keep track of individual students and reduce the likelihood of 

cheating. 

‘If you actually want students to generate code you don’t 

send them away to do it, you have them sit down and 

generate code in front of you.’ 

Some academics permitted collaboration within the specification 

of assessment tasks, with safeguards to ensure that learning 

objectives are met. One approach permitted students to 

collaborate and hand in one assignment, and then each student 

was interviewed to ensure that they understood the work. 

Another academic outlined a similar approach: 

‘The way I do it is by producing assignments, the 

collaborative parts were small portions, so that even if they 

do collaborate then I have these lab tests or quizzes or other 

things and an exam where I can check that they’ve actually 

learnt what they are meant to learn.’  

Students expressed the view that they received little appropriate 

instruction, either from academic integrity modules or similar 

tasks to be completed by all students, or from special lectures, 

tutorials, or assessment guidelines from computing academics. 

This perception was in stark contrast to the extensive discussion 

by academics detailing all their attempts to help students 

understand and adhere to academic integrity standards.  

The discussion of the steps students themselves take to maintain 

academic integrity standards was succinct and centred upon 

referencing when they copied code and not sharing code with 

other students. Students also acknowledged that their 

opportunities to plagiarise or collude were reduced by the 

practices adopted by academics, as outlined above, such as 

being given unique assignment tasks; submitting work in 

progress as well as the final assessment item; working on 

assessments in class; being required to demonstrate how they 

developed their work; and attending interviews to explain how 

the code worked.  

4.6 How do academics detect similarities 

that might suggest academic misconduct?  

In line with much of the academic integrity literature [2, 6, 27, 

29], the consensus among academics was that prevention is 

more important than detection, although it is necessary to take 

action when breaches occur.   

 ‘If it is difficult to detect plagiarism in these non-text things 

then the solution is not to find better ways of detecting it, 

but to avoid the problem.’ 

Academics indicated that it was more time-consuming and more 

difficult to detect plagiarism with non-text-based items such as 

computer code than was the case for text. While some academics 

said it was easy to detect copied code, others said it could be 

detected only ‘with difficulty’. It was mentioned more than once 

that detection was easier for small student cohorts where one 

person is more likely to mark all of the assignments.  

There are a number of strategies that can be used to detect 

breaches of academic integrity. In the first instance academics 

rely heavily on knowledge of the abilities of their individual 

students. Breaches were frequently identified when students 

submitted work that was better than expected.  

‘If I get an assignment that’s better than I would expect from 

that student, then I would be looking at it closely.’ 

A second method involved the use of technological solutions, 

typically involving detection tools such as Google, Google 

Image, Plaggie, JPlag, MOSS, and others.  

Some academics indicated that they used techniques such as 

looking for white space in the program that should not be there. 

Similarly, variable names that did not seem appropriate could be 

a pointer to copied code in which students had simply changed 

the names of variables in an attempt to avoid detection. 

‘I still use the detect tool because it looks at the words and 

comments as well, it looks at identifiers and it doesn’t 

attempt to look at program structure. And it sticks out like a 

signature, particularly if they’ve taken stuff on the web and 
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they haven’t understood it and they haven’t changed the 

identifiers…it is a fairly subtle signature sort of tool.’ 

However, detection tools are less effective with computer code 

than with text due to the more constrained nature of computer 

code, and the consequent increased probability of matching 

segments in truly independent programs. Compared to the 

situation with text, using the percentage of similarity to detect 

plagiarism is not as straightforward in the case of code for many 

reasons, including the formal structure of the language [7, 8, 25] 

and the fact that students have similar levels of experience and 

are using the same textbook [25].  

One student participant in a focus group recounted a situation 

where researchers asked students from different classes to 

submit their assignments and then analysed the code for 

similarities. There was a 90 per cent match between this 

particular student’s code and that of another student even 

though the students had never met or associated in any way. 

While anecdotal, this raises the possibility of code detection 

tools suggesting that students have copied code even when they 

have worked independently. 

In some instances staff indicated that other students provided 

information on suspected breaches by their fellow students. 

‘…we actually got emails from some students saying that 

other students were asking questions on some sort of cheat 

sites, and they were literally the questions that were being 

put to them on the assignment.’ 

Testing a student’s knowledge of code (as mentioned in the 

previous section) is also a potential detection method as well as 

a reasonably effective deterrent.  

4.7 How serious is academic misconduct 

and how is it dealt with? 

Focus groups were asked how serious an issue plagiarism and 

collusion are. Due to some confusion over the wording, some 

focus groups interpreted this in a normative sense and others 

responded in relation to prevalence. Breaches of academic 

integrity were seen as a serious issue since 1) they involve the 

unethical practice of taking credit for work that was not 

completed by the individual student; 2) they have the potential 

to devalue qualifications from particular universities, or 

universities in general, if graduates enter the workforce without 

the necessary skills; and 3) they will eventually have negative 

consequences for the individuals involved since they have not 

developed the skills they need. Student comments included: 

 ‘…so people will think [name of university] standards 

aren’t very high and … it devalues the value of our degree’ 

‘…people will find out you’re not that good anyway.’ 

Academics’ assessments of prevalence varied and were very 

general. However, breaches of academic integrity were generally 

thought to greatly exceed the number of detected cases.  

‘I always have a guilty feeling that it’s more prevalent that 

I’m aware of and so I feel like that I’m being a bit naïve and 

dumb. It’s the tip of the iceberg here.’ 

In relation to the issue of how breaches of academic integrity are 

dealt with there was a broad difference of knowledge between 

students and academics. Students appeared to be genuinely 

concerned about the prospect of committing an inadvertent 

breach of academic integrity and were aware that the 

consequences could include expulsion from the university. One 

student stated that the reason for not cheating was fear of being 

caught and punished. However, students were not generally 

aware of situations where breaches had been detected or of the 

consequences for the students involved. While this could be 

because few instances of breaches were being detected, some 

students surmised that it was likely to be due to privacy 

protections at the university. 

On the other hand, academics recounted specific instances of 

detecting breaches and how they were dealt with at their 

universities. Some academics indicated that students were first 

spoken to by the lecturer as part of the investigative process. If 

students admitted to cheating the consequences might include a 

warning or a zero mark for the assignment and/or a note in their 

personal file. The case was escalated if the student denied the 

breach and was unable to provide a satisfactory explanation.  

‘…it’s only the ones where they’re in dispute that tend to 

escalate to higher authority.’ 

In other universities there was no flexibility since university 

policies stipulated that academics must immediately report any 

suspicions to a nominated academic conduct officer.  

The prevailing view of academics was that breaches are difficult 

to prove and that pursuing breaches was time-consuming and 

resource-intensive. Some stated that they received inadequate 

support from their university, both in terms of resources and 

because the university was sometimes too lenient with students.  

‘…you’re not supported higher up in the system and that 

happens a lot at our institution.’ 

4.8 Is the university policy adequate for 

non-text-based assessment items? 

Academics were unanimous in the view that university policies 

related predominantly to text-based situations and there is not 

enough information on what is expected in non-text-based 

situations. Academics identified the need for further 

development to incorporate non-text assessments.  

‘… I think when it comes to interpreting the policy with 

regard to non-text it doesn’t really stack up…  our students 

… are required to do an academic integrity module … and it 

really doesn’t address at all things like images and computer 

programs and databases, and diagrams, and mathematical 

proofs, and all the rest of it.’ 

However, some academics also noted that if there was a rigid 

policy developed for non-text-based assessments it could leave 

them without the flexibility they now enjoy. 

Due to the inadequacy of whole-of-institution approaches that 

concentrate on text, some other initiatives have been developed 

for non-text-based assessments and practice as mentioned 

previously: special lectures / tutorials for students to make sure 

they are aware of how academic integrity relates to non-text-

based assessments; and specifications for each assignment 

outlining what can and cannot be done. 

Academics stressed that there is a need for consistency in 

policies pertaining to non-text-based assessment items, but this 

is complicated by the fact that there are different requirements 

related to educational objectives between faculties, degrees, 

courses, and even within courses. Therefore, it is necessary to 

have very clear guidelines at all levels and to ensure that 
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students understand what is required of them and why – what 

the learning objectives are that these requirements contribute to.  

‘…how do we inform students that this difference in 

approach is expected? That in one course we’ve got “you are 

expected to implement your own, bar very simple, almost 

year one things”. But in another you are expected to make 

optimum reuse of existing things?’ 

Both academics and students expressed the view that there is a 

case for applying different standards for non-text-based 

computing assessments. One academic commented: 

 ‘I think that policy should give just general guidelines, it 

depends on the discipline. Like Computer Science and the 

Law school in terms of plagiarism are different.’ 

Similarly, students pointed to what they considered to be 

significant differences for non-text situations. 

‘…when you’re just getting chunks of code, you’re not 

really copying, you’re just getting concepts behind it and 

interpreting it to yourself.’ 

Moreover, some students felt that guidelines would need to vary 

by the type of non-text-based assessment involved, which would 

result in different guidelines for programming, web design, and 

images, for example. They also thought that establishing rules 

would be problematic due to the rapidly changing nature of 

computing. 

‘…that’s why it’s just going to be so grey and it’s got to be a 

process. It can’t be a rule book.’ 

Another issue that emerged with both academics and students 

was the tension between academic expectations and the 

standards that apply in the workforce. One student noted that, in 

contrast to the academic situation, 

 ‘…in the real world in IT stuff there’s like exceptions and 

there’s different rulings based on different things which 

makes them a bit more complex.’  

One student expressed the more extreme view that there was 

nothing wrong with collusion because it was the normal way of 

working in professional world. 

‘I don’t understand collusion myself because like basically 

collusion is like working together, right, and 99% of the 

world is made up of people working together to get things 

done. So in my eyes I’m not really for rules against.’ 

In the focus groups with academics there was a difference of 

opinion as to whether there should be two distinct standards 

(academic and commercial) or whether a common standard 

should be developed. Academics also debated whether students 

should be educated to understand commercial standards while at 

university in order to prepare them for the workforce. Comments 

from academics included: 

 ‘…to respect real practice in our discipline and to make 

education match what people are going to find in the 

workplace later, which has to do with reuse, teamwork, and 

so on.’  

 ‘…in their professional life….it is perfectly legitimate for 

them to go to Google and look on the web and look at other 

companies that have solved similar problems.’ 

5. OTHER ISSUES ARISING 
Other issues that emerged from the data related predominantly 

to deficits in students’ understanding of the importance of 

academic integrity. Academics discussed a number of issues that 

were almost entirely neglected in the student focus groups. First, 

academics stressed that one prominent reason for developing 

and implementing standards was to ensure that the learning 

objectives of the course were met. If students were conscious of 

the learning objectives of assignments they would be more likely 

to be engaged and honour the assessment specifications. 

‘So that they can engage with the kind of  educational 

objectives, rather than misunderstanding them and then 

behaving in perverse ways because they think we’re 

assessing them on basic learning stuff.’ 

While the majority view was that communicating the 

educational objectives of assessments could be improved, there 

was a perception that practices varied considerably between 

universities, and one academic thought that current practices at 

their university were adequate.  

‘At my university we have a legal obligation to do so. We 

have to. We have an academic integrity statement that we 

have to make at the beginning of the course, and before 

every assignment; and then on top of that we like to – it’s 

not legally required, but we like to articulate the learning 

goals of the assignment as well, to make it clear for the 

students.’ 

A second area that academics identified was facilitating a greater 

understanding of why students should cite sources. This 

included principles of scholarship:  

‘… the provenance of your work, why is this a reliable thing 

to use, what’s the integrity of this, so there’s traceability… 

In addition, a number of academics mentioned that from a 

pragmatic point of view students should be made aware of the 

fact that they would obtain higher marks by citing their sources. 

The third issue that academics raised related to cultural 

differences between international and domestic students. 

Cultural differences have been identified in studies of 

computing students’ perceptions of plagiarism [22]. Some 

instances related by academics in the focus groups included 

international students working in groups despite being 

instructed to work alone or copying solutions when they were 

expected to develop their own solutions. In another instance, 

Chinese students justified copying solutions from a lecturer by 

saying: 

‘… what are we supposed to do, because in China, in Asian 

culture … when there is a mentor, what are we taught, I 

should follow that. If the teacher says do it this way we 

should just follow the teacher.’ 

This suggests that there is a need to ensure that international 

students are educated to understand the requirements of studying 

in an Australian university.   

Finally, the academic focus groups postulated reasons why 

students breach academic integrity guidelines. Major reasons 

included: looking for shortcuts; not being able to see the 

relevance of the work; high expectations of teachers; time 

pressures; and the myth that it is not plagiarism if they change it 

by 10 or 20 per cent. Previous studies involving computing 
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students have identified similar reasons for cheating [10, 13, 36, 

37, 41].   

6. CONCLUSION AND FURTHER WORK 
The focus groups revealed that plagiarism and collusion are 

viewed as serious issues by academics and students, but many 

students lack a holistic appreciation of the importance of 

academic integrity. Perhaps as a consequence, some students 

revealed a fear of inadvertently breaching the academic integrity 

rules. These issues also impact on the relationship between 

students and the academics who police academic integrity.  

The overwhelming view of the academics and students who 

participated in the focus groups was that there is a substantial 

difference between computing assessments and text-based 

assessments, and that the boundaries of acceptable and 

unacceptable practices are much more difficult to define for 

computing assessments than for essays.  

The focus groups confirmed that academic integrity policies in 

these institutions remain heavily prose-based and guidelines for 

non-text-based assessments are underdeveloped. Both the 

academics and the students supported the view that there is a 

case for different standards of academic integrity for non-text-

based assessments, but also stressed the need for consistency in 

policies pertaining to such assessment items.  

Academics understood the need for clarity and consistency in 

guidelines. However, policy development is complicated by 

differences in perceptions of academic integrity, both between 

academics and students and within each group, as well as 

different requirements related to educational objectives between 

faculties, degrees, courses, and even within courses. 

Furthermore, if specific non-text-based policies were devised, 

they would need to be carefully incorporated into the existing 

policies, which relate mainly to prose-based items. 

Initiatives that academics have developed to fill the current void 

and inform students of requirements for non-text-based 

assessments include delivering special lectures or tutorials on 

academic integrity as it relates to these assessments, and issuing 

detailed academic integrity guidelines in the specifications for 

each assignment. Despite these initiatives, student awareness 

remains low, echoing findings of knowledge or perception 

asymmetries from other research in computing [13, 15, 35]. The 

chasm between academics’ attempts to inform and prevailing 

student understandings warrants further research to determine 

why these attempts to inform students are currently ineffective, 

and to develop improved strategies.  

Previous research has emphasised the need for a holistic 

approach to academic integrity that incorporates education, 

clearly defined policies which are adhered to, and attempts to 

inculcate antipathy to breaches of academic integrity [14, 15, 16, 

34]. Joyce et al [24: 195] state: 

‘we must ensure that we give equal emphasis to the 

necessary ingredients: assessment design, education of staff 

and students, detection tools, academic integrity policies, 

and disciplinary processes.’ 

Greening et al [16] advocate integrating ethics education into 

computing courses rather than teaching it in stand-alone units. 

Innovations such as these would allow a discussion of ethics in 

relation to the real situations likely to be faced by students in 

their academic and professional lives.  

A possible direction for future research that would contribute to 

this holistic model involves developing communication 

strategies that enunciate why students are expected to conform 

to academic integrity requirements. An emphasis on the learning 

objectives of assessment tasks might engender a greater 

commitment from students to engage with and abide by the 

policy. 

In relation to breaches of academic integrity, the majority of 

participants agreed that collusion was more prevalent than 

plagiarism amongst computing students. 

Academics use a number of methods to detect plagiarism and 

collusion, including similarity detection software and inspecting 

code for similarities.  

Policies for dealing with breaches varied between institutions. 

Some academics have a level of discretion when suspected 

breaches are detected, while others are required to escalate 

breaches immediately.  

While these focus groups involved staff and students at three 

universities, we are now conducting a survey across a far larger 

number of institutions within Australia. This survey will ensure 

a more representative perspective, and will give us a feel for the 

prevalence of the beliefs that we have identified. 

At the heart of this work is the question of whether the same 

academic integrity guidelines should apply to non-text-based 

computing assessment items as to essays. The focus groups 

suggest that there might be a case for different standards, and we 

shall look with interest to see whether the survey confirms this 

belief. 

If the feeling is that the same guidelines should apply, but that 

this is not currently happening, we would hope to develop tools 

to help academics and students in computing understand and 

apply the academic integrity guidelines. On the other hand, if 

the feeling is that the guidelines were developed for essays and 

similar assessment items and are not appropriate for non-text-

based assessment items, we would aim to develop more 

appropriate academic integrity guidelines and to argue for their 

adoption. 
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